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**ПЛАН**

организационно-технических мероприятий по защите информации

на 2018/2019 год

| **№ п/п** | **Мероприятия** | **Исполнитель** | **Дата** | | **Отметка о выполнении** |
| --- | --- | --- | --- | --- | --- |
| **Обеспечение эффективного и гибкого управления системой защиты информации** | | | | | |
|  | Проведение совещаний при руководителе по вопросам защиты информации; | Калугина М.Е.  Харичкина Л.Д. |  | |  |
|  | Проведение занятия с работниками по вопросам информационной безопасности; | Калугина М.Е. |  | |  |
|  | Планирование финансовых средств на защиту информации; | Калугина М.Е. |  | |  |
|  | Разработка распорядительной документации учреждения по защите информации; | Калугина М.Е. |  | |  |
| **Организационные мероприятия по защите информации** | | | | | |
|  | Проведение классификации информационной системы персональных данных; | Харичкина Л.Д. |  |  | |
|  | Определение круга лиц, имеющих доступ к защищаемой информации, и порядка их работы; | Калугина м.Е. |  |  | |
|  | Анализ физической и технической защищенности информационных ресурсов; | Харичкина Л.Д. |  |  | |
|  | Анализ журналов регистрации системных событий, выявление попыток несанкционированных действий на созданном защищенном объекте; | Харичкина Л.Д. |  |  | |
|  | Проверка работоспособности, размещения и состава основных и вспомогательных технических средств на объектах информатизации; | Харичкина Л.Д. |  |  | |
|  | Проверка работоспособности технических средств защиты информации на объектах информатизации; | Харичкина Л.Д. |  |  | |
|  | Проверка работоспособности технических средств защиты информации на объектах информатизации | Харичкина Л.Д. |  |  | |
|  | Ввод созданной информационной системы персональных данных в эксплуатацию | Не планируется |  |  | |
| **Техническиемероприятия по защите информации** | | | | | |
|  | Установка средств антивирусного контроля | Харичкина Л.Д. |  |  | |
|  | Установка на персональные компьютеры технических средств защиты | Харичкина Л.Д. |  |  | |
|  | Установка средств резервного копирования информационных ресурсов | Харичкина Л.Д. |  |  | |
|  | Резервное копирование информационных ресурсов | Харичкина Л.Д. |  |  | |
|  | Смена паролей доступа к защищаемым информационным ресурсам | Харичкина Л.Д. |  |  | |
|  |  |  |  |  | |
|  |  |  |  |  | |
|  |  |  |  |  | |

Примечание:

Содержание плана должно предусматривать выполнение конкретных организационных и технических мероприятий по защите информации в учреждении. В плане указываются не только мероприятия по организации защиты персональных данных, но и работа по обеспечению сохранности информации в целом по учреждению. Сроки исполнения мероприятий должны быть четко определены.

Для разработки плана предусматривающего поэтапное развертывание в учреждении системы защиты информации и ввод технических средств в эксплуатацию приводим в качестве примера некоторые мероприятия: